|  |
| --- |
| DOCUMENT NUMBER MP130351 |
| MITRE PRODUCT |

![](data:image/jpeg;base64,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)

The views, opinions and/or findings contained in this report are those of The MITRE Corporation and should not be construed as an official government position, policy, or decision, unless designated by other documentation.

MITRE document number MP130351

©2013 The MITRE Corporation.   
All rights reserved.

Approved for public release. Distribution Unlimited 13-2687

Copernicus User/Installation Guide

Sam Cornwell, John Butterworth, Corey Kallenberg, Xeno Kovah

June 2013

Executive Summary

Copernicus is a tool to evaluate BIOS security on Intel PCs. A writable BIOS opens a system up to a very stealthy, powerful, and persistent backdoor. It allows the possibility that the attacker can brick the system (make it unbootable) on demand. Unlike attacks on software, this firmware attack cannot be recovered from without physical removal of the BIOS firmware chip.

The Copernicus agent takes two actions to evaluate BIOS vulnerability. First it dumps the contents of the flash chip. Second it checks access control registers that determine whether the BIOS is writable or not. This data can then be analyzed. The BIOS dump can be compared against a known clean copy to check for the presence of implants. The control registers can be be analyzed to determine of the BIOS is writable and therefore vulnerable.

This document includes information about installation, analysis, and the data collected.
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# Disclaimer

This software is the copyrighted work of MITRE.  No ownership or other proprietary interest in this software is granted to you other than what is granted in this license.

MITRE IS PROVIDING THE SOFTWARE "AS IS" AND ACCORDINGLY MAKES NO WARRANTY, EXPRESS OR IMPLIED, AS TO THE ACCURACY, CAPABILITY, EFFICIENCY, MERCHANTABILITY, OR FUNCTIONING OF THE SOFTWARE AND DOCUMENTATION.  IN NO EVENT WILL MITRE BE LIABLE FOR ANY GENERAL, CONSEQUENTIAL, INDIRECT, INCIDENTAL, EXEMPLARY, OR SPECIAL DAMAGES RELATED TO THE SOFTWARE, EVEN IF MITRE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

You accept this software on the condition that you indemnify and hold harmless MITRE, its Board of Trustees, officers, agents, and employees, from any and all liability damages to third parties, including attorneys' fees, court costs, and other related costs and expenses, arising out of your use of this software irrespective of the cause of said liability.

# System Evaluation

This section describes how to obtain a sample from a system and then run some post-processing scripts across it (or several samples) for analysis.

## Obtaining BIOS dump & BIOS configuration files

1. Ensure that copernicus.sys, run.bat, and standalone.bat are in the same directory.
2. To run Copernicus, right-click standalone.bat and run as Administrator.
3. The tool will typically take up to 30 seconds to run.
4. Once complete, the output files Copernicus\_Log.txt, Copernicus\_CSV\_Out.csv, and Copernicus\_BIOS.bin will be found in C:\.

It is possible that a Copernicus\_BIOS.bin file will not be generated on some machines, because it will not run on hardware (chipset) configurations we have not explicitly tested. In the event that a no .bin is generated, you should send the .log and .csv files to the authors of this document.

## Analysis

We have also included some post-processing scripts used to analyze and aggregate the data received from system deployments.

### Protections

In order to evaluate the vulnerability of a system, we have created a script to determine the vulnerability of the system to BIOS and SMRAM writes. When a system has a writable BIOS or SMRAM, we described this as “unlocked”, as seen in the script’s output. The script is given a directory containing CSV files from Copernicus, attempts to parse them all, and outputs its result. The script will only try to process files with the .csv extension and will ignore files which do not contain Copernicus data. The output is in the form of a table printed to the command line, as well as optionally written to a CSV file. It can display the results for each individual CSV file, or it can display results aggregated by version (consisting of manufacturer, model, and BIOS revision). There are also several command line options for displaying more fine-grain results in order to determine why a BIOS or SMRAM is writable. An example execution of this script would be as follows:

python protections.py --per-file -s -p -i -o output.csv C:\copernicus\_data

To see the meaning of the individual command line options, you can execute:

python protections.py -h

The only primary dependency of the python script is the python module "docopt". You can install the newest version by following the instructions on the following page:

https://github.com/docopt/docopt
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###### CSV Output Field Descriptions

The following are descriptions of fields inspected by Copernicus.

General Information

For stability reasons, we do not allow Copernicus to run on chipsets that we have not tested on. Therefore this information is used to identify whether a system has been tested on, as well as to give a human-readable sense of what family a chipset belongs to.

Table A-. General System Identification & Compatibility Information

|  |  |
| --- | --- |
| Field Name | Field Description |
| CHIPSET\_DEV\_ID | This is the PCI Device ID used to identify the chipset used on the system. |
| CHIPSET\_FAMILY | The chipset families supported by Copernicus are ICH7, ICH8, ICH9, ICH10, and PCH-based chipsets. It is determined from the CHIPSET\_DEV\_ID. It is included for ease of quickly determining which other Copernicus fields are relevant to a particular machine. |

BIOS Information

The BIOS\_CNTL bits provide the broadest and highest level of protection of the flash chip. When properly set, the entire flash chip is write-protected. The PR (protected region) registers can offer the same functionality, but also provide read-protection and finer granularity while still being able to protect the entire flash chip. The FLOCKDN must be set in order to properly enforce PR protections.

Table A-. BIOS Access Control Information

|  |  |
| --- | --- |
| Field Name | Field Description |
| FREGx | These registers are only applicable in descriptor mode. They contain the base and limit addresses for the 5 possible regions in the flash chip. A chip may not implement all regions, but the supported regions (0 through 4) are: Flash Descriptor, BIOS, Intel ME, Gigabit Ethernet, and Platform Data. We are primarily concerned with region 1, the BIOS. |
| FLOCKDN | This is a bit is the HSFS register. Once set, certain configuration registers become "locked down" (read only). This is primarily used for locking down security configurations. Once set, this bit cannot be cleared without a system reset. |
| FLASH\_DESCRIPTOR\_MODE | This parameter indicates whether the flash chip is running in descriptor mode. In descriptor mode, the flash chip is segmented into regions described by the FREG registers. In non-descriptor mode, the chip is considered to be one monolithic region. It is determined from a bit in the HSFS register. |
| BIOSWE\_LOCK | When this is True, it indicates that the BIOSWE bit is disabled and locked down by SMM mode. This means that the BLE bit is set and SMM is blocking any attempts to turn on BIOSWE. BIOSWE and BLE are found in the BIOS\_CNTL register, which is described below. |
| FLASH\_DESCRIPTOR\_OVERRIDE | This is true whenever the flash descriptor override is enabled. While this is enabled, the FLMSTR1 protections are overridden with the FRAP protections. Note that this override is a physical pin which overrides the FLMSTR1 protections and it cannot be set by software. |
| PRx | These registers allow for hardware-enforced read or write protection of arbitrary regions of the flash chip. On ICH7-based chipsets, PR3 and PR4 are not applicable. These registers are read-only when FLOCKDN is set. |
| PREOP, OPMENU, OPTYPE, UVSCC\_ERASE, LVSCC\_ERASE | Collectively, these registers specify the operations which may be performed on the flash chip using the SPI software sequencing functionality. These operations are various types of read and write operations. Flash chips in non-descriptor mode only support software sequencing, whereas flash chips in descriptor mode support both hardware sequencing and software sequencing functionality. These registers are only interesting to us on (usually older) chips that are running in non-descriptor mode. This is because the chip cannot be written if these registers do declare any write operations, therefore the register CAN provide write-protection functionality. A chip operating in descriptor mode, however, will always have write operations available to use (barring any other write-protection mechanisms). PREOP, OPMENU, and OPTYPE become read-only when FLOCKDN is set. |
| FRAP | This register is only applicable in descriptor mode. When FLASH\_DESCRIPTOR\_OVERRIDE is enabled, the permissions in FLMSTR1 are overridden by the permissions in this register. |
| FLMSTRx | These registers are only applicable in descriptor mode. There are three of these registers, one each for flash regions 1, 2, and 3. The bits in these registers control the ability of code in these regions to read or write to any of the other regions. Each of these registers provide enough bits to individually control readability and writability for each of the 5 regions. FLMSTR1 specifies permissions for the Host CPU as well as the BIOS. |
| BIOS\_CNTL | This contains the BIOSWE and BLE bits which are used to determine and protect writability of the entire flash chip. BIOSWE enables writability to the flash chip. When BLE is set, then SMM receives an interrupt whenever there is an attempt to enable BIOSWE, and SMM then has the ability to block the change (this is up to the vendor which provides the SMM code). |

SMM Information

There are three potential physical memory regions that can to be used as SMM RAM (SMRAM). These are the compatibility segment (CSEG), high memory segment (HSEG), and top of memory segment (TSEG). The enabled regions are determined by reading the SMRAMC and ESMRAMC registers. SMM runs at a higher privilege level than even ring 0 and so these regions should be protected from reads and writes when the CPU is not running in SMM mode. These protections are provided by setting the D\_LCK bit and using the SMRR registers. Due to caching features on modern CPUs, the SMRAM may be vulnerable even if D\_LCK protections are enabled (through cache poisoning). Therefore the SMRR registers should be used, if they are available, to lock down the entire SMRAM region. The implementation of the SMRR registers in the CPU, as opposed to the chipset, allows caching vulnerabilities to be mitigated.

Table A-. SMRAM Access Control Information

|  |  |
| --- | --- |
| Field Name | Field Description |
| SMRAMC | This register allows SMRAM to be enabled. It also features the D\_LCK bit. When set, reads and writes to the SMRAM regions are blocked by the chipset. In addition, most of SMRAMC and ESMRAMC become read-only when D\_LCK is set, and D\_LCK can only be cleared again by a system reset. |
| ESMRAMC | This register allows HSEG, TSEG, or both to be enabled. When HSEG is enabled, CSEG is effectively disabled by the chipset because HSEG memory addresses map to the same DRAM region that CSEG would have mapped to. This register also features the bits which can be set to enable caching of HSEG and TSEG. Cacheability of HSEG is the advantage of using it rather than CSEG. |
| SMRR\_PHYSMASK, SMRR\_PHYSBASE | These registers combined specify a single contiguous region of physical memory which is only readable and writable in SMM mode. They also specify cacheability options which override any other system caching settings. These registers themselves are only writable in SMM mode. |

###### Abbreviations

List of Abbreviations

|  |  |
| --- | --- |
| BIOS | Basic Input/Output System |
| SMM  SMRAM | System Management Mode  System Management RAM |
|  |  |