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ENFORCE ENABLE 

Strategic Enablers: 
How the drivers 
impact FPKIMA 

VISION 

FPKIMA Supporting 
Functions: High-level 
business functions 
supporting the 
FPKIMA mission 

Platform 
Management 

FPKIMA Primary 
Functions: 
Fundamental 
building blocks of the 
program 

Fostering effective identity and access 
management government-wide and 
between external business partners, 

by enforcing digital certificate 
standards for trusted identity 

authentication 

Strategic Drivers:  
Organizations and 
entities that direct or 
influence FPKIMA 
activities 

 

ICAM 

Certificate Services 

GSA 

Ensure that government-wide policies 
encourage agencies to develop and 
utilize the best, most cost effective 

management practices for the conduct 
of their specific programs 

Enforce digital certificate standards 
for trusted identity authentication 

across the federal agencies  and 
between external business partners 

FPKIPA 

Enable the best and most cost-effective identity management practices for secure physical and logical access, document sharing, 
and communications across federal agencies and between external business partners through the execution of digital certificate 
policies and standards. 

FPKIMA Mission: 
FPKIMA mission that  
aligns program functions 

Manage systems and 

services 

Security Management 

Implement  policy and 

security controls to 

protect platform 

Program Management 

Provide program 

oversight and control  

Planning 

Relationship 
Management 

Board, manage, and 

support entities 

Community 

Collaborate and test 

solutions for the 

advancement of the 

trust infrastructure 

Boarding Thought Leadership 

Repository Services 

Configuration Management 

Monitoring & Reporting 

Policy Compliance 

User Support 

Technical Exploration 

Testing 

Communications 

Budgeting 

Performance Reporting 

Scheduling & Controlling 

Privacy Protection 

Physical & Logical Protection 

Monitoring & Reporting 

Security Authorization 

Policy Audit 
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ENFORCE ENABLE 

Strategic Enablers: 
How the drivers 
impact FPKIMA 

VISION 

FPKIMA Supporting 
Functions: High-level 
business functions 
supporting the 
FPKIMA mission 

Platform 
Management 

FPKIMA Primary 
Functions: 
Fundamental 
building blocks of the 
program 

Fostering effective identity and access 
management government-wide and 
between external business partners, 

by enforcing digital certificate 
standards for trusted identity 

authentication 

Strategic Drivers:  
Organizations and 
entities that direct or 
influence FPKIMA 
activities 

 

ICAM 

Certificate Services 

GSA 

Ensure that government-wide policies 
encourage agencies to develop and 
utilize the best, most cost effective 

management practices for the conduct 
of their specific programs 

Enforce digital certificate standards 
for trusted identity authentication 

across the federal agencies  and 
between external business partners 

FPKIPA 

Enable the best and most cost-effective identity management practices for secure physical and logical access, document sharing, 
and communications across federal agencies and between external business partners through the execution of digital certificate 
policies and standards. 

FPKIMA Mission: 
FPKIMA mission that  
aligns program functions 

Manage systems and 

services 

Security Management 

Implement  policy and 

security controls to 

protect platform 

Program Management 

Provide program 

oversight and control  

Planning 

Relationship 
Management 

Board, manage, and 

support entities 

Community 

Collaborate and test 

solutions for the 

advancement of the 

trust infrastructure 

Boarding Thought Leadership 

Repository Services 

Configuration Management 

Monitoring & Reporting 

Policy Compliance 

User Support 

Technical Exploration 

Testing 

Communications 

Budgeting 

Performance Reporting 

Scheduling & Controlling 

Privacy Protection 

Physical & Logical Protection 

Monitoring & Reporting 

Security Authorization 

Policy Audit 
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FPKIMA Repository Usage FY10 Onward 

Monthly Usage (HTTP) Monthly Usage (LDAP) Total Monthly Usage

This chart shows the number of requests made to the 
FPKIMA Repository each month.   
 
The blue bar represents the number of web requests (HTTP 
GETs). The red bar represents the number of directory 
requests (LDAP SEARCHes).  The green line represents the 
total number of requests and is the sum of the two bars.   
 
Each request for a Certificate Revocation List (CRL) or 
certificate file (P7C) counts.  This is therefore a measurement 
of usage of the FPKI Repository, primarily for capacity 
planning purposes.   
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