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The average tenure of a CISO is 18 Months. 

Source: May 2013 State of Software Security Report by Veracode 
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innovate because it has not learned to 
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Key Take-Away 

Today: 
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• Invented Forecasting: Comparing division 
forecasts with the corporation financial goals.  

• Invented Sales Dashboards: reports to indicated 
when divisions deviated from plan.  

• Invented Performance Rewards: Allocated 
resources and compensation based on 
performance criteria  

• Invented Business as a Profession: Leaders 
duty-bound to put the interests of the 
enterprise ahead of his own. 
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In 1923:  

- A lead it never relinquished. 

• Ford had 60% of the market 

• GM had 20% 

In 1932:  

• Ford had 20% of the market 

• GM had 43% 
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The Cybersecurity Trifecta is a relatively 

recent development in the modern 

corporation but it has failed to make 

itself relevant. 

Key Take-Away 

How we got here: 
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Evolution of the CIO – CISO - CSO 

3 

CISO Skills 

• Must have an MBA 

• Prior budget or P&L 
experience 

• A proven ability to lead 
an effective information 
security organization 

“If performing vulnerability 
assessments, configuring 
firewalls, and performing 
network forensics makes 
you happy then becoming 
Chief Information Security 
Officer may not be the right 
career choice for you.” 
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The Cybersecurity Trifecta must become 

business people first and then they can 

become security people.   

Key Take-Away 
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The CIO and the CISO/CSO are peers that 

help each other help the CEO grow the 

business. 

Key Take-Away 
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 Next week you should: 

 Go to the Cybersecurity Canon Website 

 In the first three months following this presentation you should: 

 Read “Winning as a CISO” 

 Within six months you should: 

 Consider changes in your skillset if you want to become a CISO 

Apply What You Have Learned Today 
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Questions? 
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Rick Howard: CSO Palo Alto Networks 

Email: rhoward@paloaltonetworks.com  

Twitter: @raceBannon99  

https://paloaltonetworks.com/threat-research.html 

https://paloaltonetworks.com/threat-research/cybercanon.html 

http://cyberthreatalliance.org/ 


