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           Targeted Messaging With Mule
	What is it?

	Simply put, the targeted messaging portlet is an enterprise integration portlet that uses Enterprise Service Bus (ESB) as its enterprise messaging backbone. The entire integration was achieved using small configuration files and simple POJO transformers to serially transform the messages along the ESB.

The objective of this demo is to show how easy it is to build a robust, powerful, and interesting Enterprise Integration Application leveraging a comprehensive open source ESB framework like MULE (ServiceMix.).


	Why did we do it?

	Management wanted to integrate a legacy enterprise mass mail application into MyPortico, the University of Guelph portal implementation. We wanted to leverage/ unleash the power of uPortal!


	How did we do it?


	The legacy Mass Mail application (Cold Fusion) communicates with MyPortico by sending a single email. Role and other attributes are passed in custom headers. Using Mule (POP3 Provider) as ESB infrastructure, this message is retrieved from the mail server. Mule JDBC provider transforms this message and inserts it into the database from where the MyPortico user can pull the message on demand. As an added level of security, message owners are notified through the Mule SMTP provider and directed to login to MyPortico to review and release the message(s). New notifications for the user are displayed on the MyPortico header using Ajax and as a MVC(Spring) portlet. Mule is run as its own separate web application. Caching is implemented at the user and session level.



	What does it do?


	Users can receive messages based on their membership in a particular attribute that could be either directory driven (single or composite directory plus arbitrary attribute) or could be based on individual membership (user id, e-mail address). Users can only delete (mark) the messages after having acknowledged that the message was read. All user activity is recorded in the database for reporting or sending alerts. The last message read by the user is recorded in order to improve the performance of the system. We are leveraging this architecture in MyPortico for designated users (e.g. Faculty) in order to message their target audience using the ‘MyCourses’ portlet.


	Technologies
	Ajax, Spring MVC portlet, Spring DAO, Mule (ESB)



	Future Enhancements


	Alert system:  We are architecting an alert system (similar to Rutgers) but using MULE as the enterprise messaging backbone as middleware and Ajax controls for enhanced user experience. In later versions, reporting and PAGS membership will be implemented.
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Targeted Messaging with MULE Flowchart
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